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1. Introduction

This contribution presents a solution for the case when the subscriber sends a Register request to its home network but the home network does not allow the subscriber to access IMS through that given P-CSCF. In such a case the home network operator may want to advise the subscriber to attach to the CS domain instead.

2. Proposal

It is proposed that 3GPP defines a warn code with IANA and operators can send the warn-code in a warn header inserted in the response to the subscriber's Register request in case roaming is not allowed from that P-CSCF and operator may want to advice the subscriber to attach to the CS domain. In the example below warn-code 312 is used for this purpose.

It is also proposed to add the following call flows to 24.228, subclause 101.3:
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The first six steps are similar with the regular Registration flows described in subclause 7.1

The "Roaming not allowed" and "User unknown" error conditions would result in the same call flow (only the actions taken by I-CSCF will differ), thus the flows are merged and only the I-CSCF action is described depending on the error condition.

7. The information received as a response to the Cx-Query may indicate that "Roaming is not allowed" for the subscriber from the visited1.net network. In this case I-CSCF needs to send a 403 Forbidden response back to the UE. I-CSCF will insert a warning header in the response, indicating to the UE the reason of refusing the Registration request. Warning header should contain the name of the network inserting the warning header (warn-agent = icscf1.home1.net) and optionally a warn-text. In case the network operator would like to advise the subscriber to attach instead to the CS domain then the warn-code 312 should be inserted in the warning header.

When the information received as a response to the Cx-Query indicates that the subscriber is unknown to the network or the subscriber does not have a valid subscription, the I-CSCF needs to send a 403 Forbidden response back to the UE. I-CSCF will insert a warning header in the response, indicating to the UE the reason of refusing the Registration request. Warning header should contain the name of the network inserting the warning header (warn-agent = icscf1.home1.net) and optionally a warn-text.

5. 403 Forbidden (I-CSCF to P-CSCF) – see example in Table 101.3-5

Table 101.3-5: 403 Forbidden (I-CSCF to P-CSCF)

SIP/2.0 403 Forbidden

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Warning: 312 home1.net "Roaming not allowed from this network"

From: 

To: 

Call-ID: 

Cseq: 

Content-length:

6. 403 Forbidden (P-CSCF to UE) – see example in Table 101.3-6

Table 101.3-6: 403 Forbidden (P-CSCF to UE)

SIP/2.0 403 Forbidden

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Warning: 312 home1.net "Roaming not allowed from this network"

From: 

To: 

Call-ID: 

Cseq: 

Content-length:
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